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WCI Implementation Quality Checklist

Notes to the LEA:
· Each location (school) in a district requires its own checklist. 
· All items in the document should be addressed to the best of the respondent’s ability.
· Verification of the items in this document should be compared against the original proposal submitted by the awarded vendor. Any changes made to the original proposal should be documented with the appropriate form. 
· Answers should be entered via a word processing program (not by hand). Images should be inserted inline where necessary. All submissions to the Rhode Island Department of Education (RIDE) should include a digital copy.
· Vendors should submit this document within 14 days of the completion of work and the LEA training session to RIDE (as indicated in the WCI Vendor Instruction document)



SECTION 1: LEA INFORMATION

	LEA Name
	

	School Name:
	

	School Address:
	

	
	

	
IT Director/
Primary Contact:
	



	
Start of Work
	


	End of Work
	



SECTION 2: VENDOR INFORMATION


	Company Name:
	

	Phone Number:
	

	Fax Number:
	

	Primary Email:
	

	Address:
	

	
	

	Primary Contact:
	

	
	

	
	

	
	

	
	

	
	


Please list any vendors that you subcontracted with during implementation and what their role was (Cabling, Construction, Survey, Wireless Installation, etc.)


	Vendor Name
	Role

	
	

	
	

	
	

	
	

	
	




SECTION 3: EQUIPMENT/PARTS LIST AND VERIFICATION


	Equipment Receiving/
Storage Location:
	
☐School
	
☐Vendor
	
☐Central Location

	
	
	
	

	Address:
	
	
	

	
	
	
	

	
	
	
	




District IT directors or their designee should inspect all incoming equipment and verify that all models and quantities are as specified in the original proposal. 


	Quantity
	Model Number
	Description
	LEA Signoff

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	



SECTION 4: PROOF OF COMPLETION

Access Point Locations

This section should be used to record the location of the installed Access Points. Please include a photograph of each AP after installation, and include any installation notes for changes that had to be made to support deployment (including difficulties related to wiring). Each Access Point should have an identifier that corresponds to its place on the AP layout/coverage map later in this document.

	ID/Name
	AP Model
	Location
	Notes/Other Details
	Picture of proposed AP location

	WAP_00
	Linksys WRT54G
	Room 305
Center of ceiling
	 This is an example. Please delete me!
	[image: http://www.nmit.edu.au/Content/images/gallery/6b2c9bf2-1ecd-4f08-8424-4e7adf3f95ac.jpg]

	
	
	
	
	

	
	
	
	
	



Coverage/AP Layout Maps

The submission of this document must be accompanied by maps of the facility. Maps should indicate the following:
· MDF/IDF locations
· Access Point locations and names
· Cable routes and drop locations
· Infrastructure locations (switches, controllers, etc.)
· Outer boundaries of coverage
· Post-implementation heat maps

Note: Maps should distinguish whether hardware shown is pre-existing or new, as well as any changes/deviations from the original proposal. A reference to the appropriate change order must be included





Diagram of Network Infrastructure

The submission of this document must be accompanied by a post-implementation diagram of the network infrastructure. It should be created in MS Visio if available, and also identify (at minimum):
· VLAN or Zone Segmentation
· Device naming convention
· Device locations and interconnects
· Data ports used/available







Minimum Specifications Checklist

Vendors should use this document as a checklist to ensure that all aspects of the proposed solution meet the minimum specifications for the Wireless Classroom Initiative. Each specification (row) must have a box checked identifying whether or not the requirement is met.

Note: If your solution includes more than one model of Access Point, a checklist for each model should be filled completed.


	Wireless Access Point
	Model:
	




	Specifications for the Wireless Controller and Access Points
	Requirement Met?
	Details/Additional Info

	Dual-radio, dual-band wireless access points with 802.11a/n (5 Ghz) and 802.11b/g/n (2.4 Ghz) connectivity with MIMO (Multiple-In-Multiple-Out) capability for 802.11n.
		☐	Yes

	☐	No



	

	Access points must be powered by IEEE standard PoE (802.3af) or PoE+ (802.3at).
		☐	Yes

	☐	
No



	

	Access points must support tunneled traffic.

		☐	Yes

	☐	No



	

	Full redundancy is required throughout the wireless platform. All wireless security and services must continue to function if connectivity to the controller is lost. 
		☐	Yes

	☐	No



	

	Wireless platform must support an 802.1X supplicant to prevent use by unwanted devices.
		☐	Yes

	☐	No



	

	Wireless platform must support latest secure authentication and encryption standards.
		☐	Yes

	☐	No



	

	Wireless platform must be capable of supporting a customizable, centralized Captive Portal
		☐	Yes

	☐	No



	

	Access point must support automatic channel selection and transmit power controls. Optimal channel selection must be reconfigured dynamically and without the need for user action.
		☐	Yes

	☐	No



	

	Upon failure of an Access Point, the Wireless controller must expand neighboring Access Point coverage to eliminate any uncovered areas.
		☐	Yes

	☐	No



	

	QoS (Quality of Service) must be supported throughout the entire solution proposed by the vendor.
		☐	Yes

	☐	No



	

	Access Points must support multiple SSIDs and fast, secure roaming and handover.
		☐	Yes

	☐	No



	

	Solution must support location-based services providing an API to integrate location and presence capabilities with third-party applications.
		☐	Yes

	☐	No



	

	Solution must support GUI-based management.

		☐	Yes

	☐	No



	

	
	
	
	
	

	
	
	
	
	



	Network Switches
	Model:
	




	


Specifications for Switching and Infrastructure
	Understood (Y/N)
	Details/Additional Info

	Vendor bid specifications must provide a stackable and/or blade expandable style switch family with the following minimum specifications:
		☐	Yes

	☐	No



	

	Multiple port density configurations from 12 to 384 ports (48 per switch * 8 switches) depending on number of Access Points required.
		☐	Yes

	☐	No



	

	[bookmark: _GoBack]Multiple connectivity options comprised of 10/100/1000 Ethernet ports, and 1/10 Gb fiber (as necessary).
		☐	Yes

	☐	No



	

	All applicable ports providing connectivity to an Access Point must provide power in accordance with IEEE standard 802.3at (PoE+) and support gigabit throughput to each AP simultaneously.
		☐	Yes

	☐	No



	

	Switch stacks must operate as a single managed device regardless of stack size (applies to throughput, management, and overall performance) via a single IP address.
		☐	Yes

	☐	No



	

	Switches must not use ports from the user’s available port density to create said stacks. Dedicated connections and bandwidth for traffic between switches in the stack is required.
		☐	Yes

	☐	No



	

	Must store source IP address, MAC address, host name, user name, and activity status for all ports.
		☐	Yes

	☐	No



	

	Must support ARP broadcast protection.
		☐	Yes

	☐	No



	

	Must support BPDU port protection.
		☐	Yes

	☐	No



	

	Must support Ingress Rate Limiting
		☐	Yes

	☐	No



	

	Must support QoS via all common industry standards.
		☐	Yes

	☐	No



	

	Must support IEEE 802.3ad Link Aggregation with at least 8 ports per LAG
		☐	Yes

	☐	No



	

	Must support Closed Loop Stacking
		☐	Yes

	☐	No



	

	Must support redundant stack management
		☐	Yes

	☐	No



	

	Must support external load-sharing and redundant power options
		☐	Yes

	☐	No



	

	Must support IEEE 802.1x User Authentication
		☐	Yes

	☐	No



	

	Must support MAC and Web-based (PWA) authentication
		☐	Yes

	☐	No



	

	Must support MAC Port Locking (Dynamic and Static)
		☐	Yes

	☐	No



	

	Must support RFC 3580 (Dynamic VLAN Assignment based on 802.1x or MAC authentication with at least 8 RFC 3580 authenticated users per port
		☐	Yes

	☐	No



	

	Must support secure management via SSHv2, SSL, SNMPv3, AES and RADIUS
		☐	Yes

	☐	No



	

	Must support the following RMON groups: Statistics, History, Alarms, Events, Filters, Packet Capture
		☐	Yes

	☐	No



	

	Must support Many-to-One and One-to-One Port Mirroring
		☐	Yes

	☐	No



	

	Must support configuration for Secure Guest Access without requiring use of VLANs or ACLs
		☐	Yes

	☐	No



	

	Must support configuration for K-12 embedded AUP without requiring VLANs or ACLs
		☐	Yes

	☐	No



	

	Must support IEEE 802.1s & 802.1w Spanning Tree related standards.
		☐	Yes

	☐	No



	

	Must support IGMP Snooping v1/2/3
		☐	Yes

	☐	No



	

	Must support IEEE 802.1q encapsulation for VLANs, port-based VLANs, protocol-based VLANs and tagged-based VLANs with full support for the GARP and GVRP protocols.
		☐	Yes

	☐	No



	








	Specifications for Network Cabling and Interconnects
	Understood (Y/N)
	Details/Additional Info

	As part of the turnkey installation, the physical network connections must meet the following:
		☐	Yes

	☐	No



	

	All newly installed copper cabling should be Cat6 Plenum or greater and be certified for gigabit throughput. No cable shall exceed its maximum recommended length (i.e. 100m for Cat6).
		☐	Yes

	☐	No



	

	All newly installed fiber optic cabling shall provide a minimum of 3 separate links per run (6 strands).
		☐	Yes

	☐	No



	

	Cabling will interface with existing network backbone at core junction points.
		☐	Yes

	☐	No



	

	Cabling will terminate into patch panels and/or network boxes with appropriate faceplates and keystones. All terminations shall be done with the appropriate end connectors or patch panels (Cat6 or greater).
		☐	Yes

	☐	No



	

	Cabling below a ceiling is to be placed into conduit and properly terminated into network boxes with appropriate faceplates and keystones. Existing building conduits may be utilized where available/appropriate. Low voltage Ethernet should not be ran through the same conduit as high voltage lines.
		☐	Yes

	☐	No



	

	After installation, all cabling must be tested to verify connectivity between MDF/IDFs and Access Points, to ensure that all runs have been installed and terminated correctly, and that that the run meets industry standards regarding crosstalk and packet loss.
		☐	Yes

	☐	No



	

	All wall penetrations must be properly sealed according to Fire Marshall specifications.
		☐	Yes

	☐	No



	

	Cables and panels must be appropriately labeled and easily traced using a schema agreed upon with the individual School District’s IT Department.
		☐	Yes

	☐	No



	

	Vendor must provide a post-installation schematic detailing all cabling routes and termination points.
		☐	Yes

	☐	No



	






	
Compliance and Understanding
	Understood (Y/N)
	Details/Additional Info

	All work performed has complied with all RIDE and local school construction regulations, fire and building codes, and any other town, state or federal regulations. Examples of those regulations include but are not limited to obtaining applicable electrical permits, compliance with labor laws (e.g. prevailing wages), meeting OSHA standards.
		☐
	Yes

	☐
	No



	

	All work performed has complied with CHPS regulations (no less than 50% of non-hazardous materials recycled)
		☐
	Yes

	☐
	No



	





SECTION 5: WALKTHROUGH

Representatives from each party should be involved in the walkthrough. Use the table below to indicate who was present for the walkthrough, the party they represent, and a signed verification that all WCI requirements have been met. 


	Walkthrough Date/Time
	
	

	
	
	

	Person involved
	Party represented
	Verification (Signature)

	
	☐Vendor   ☐LEA   ☐RIDE
	

	
	☐Vendor   ☐LEA   ☐RIDE
	

	
	☐Vendor   ☐LEA   ☐RIDE
	

	
	☐Vendor   ☐LEA   ☐RIDE
	

	
	☐Vendor   ☐LEA   ☐RIDE
	

	
	☐Vendor   ☐LEA   ☐RIDE
	

	
	☐Vendor   ☐LEA   ☐RIDE
	

	
	☐Vendor   ☐LEA   ☐RIDE
	





SECTION 6: TRAINING


Everyone attending the vendor training session should indicate that they were present and that all components of the training syllabus were covered by adding their name and signature to the form below. 

	Training Date/Time
	
	

	
	
	

	Person attending
	Verification (Signature)

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	



 
Certification


I, the Vendor, hereby certify that all information submitted with this document is true and complete to the best of my knowledge and represents the best effort of our company to complete the requirements set forth herein. 




	Vendor’s Signature (authorized representative of the vendor)  

	
	Date

	Name and title of authorized representative

	
	






I, the LEA, hereby certify that all information submitted with this document is true and correct to the best of my knowledge and accurately represents the solution proposed by the awarded Vendor.



	LEA’s Signature (authorized representative of the LEA)  

	
	Date

	Name and title of authorized representative

	
	




 (
C
hange request
 status 
(RIDE use only)
☐
APPROVED
☐
DENIED
Date:
)Appendix A: Change Request Form

Any changes made to a vendor’s proposed solution before or during the implementation phase in a district/LEA must be documented using this form. Both RIDE and the LEA must agree on the changes and sign off before the change can be made. Any changes made without obtaining proper RIDE authorization before deployment will not be reimbursed. 

Note: When submitting change requests, include any relevant updated documentation such as network diagrams, floor plans, coverage maps, cost breakdowns, etc.

Examples of changes that require approval include, but are not limited to: 
· Changes in equipment type or model
· Changes to the network layout
· Changes related to the building/facility and related construction
· Any change that causes the total cost of the project to increase or decrease


	LEA Name
	

	Building Name
	

	Building Address
	

	
	

	
	

	Vendor Name
	

	Primary Contact
	

	Contact Phone
	

	Contact Email
	




Change requested:

Reason for change:

Does the change affect the cost of implementation? If so, please attach an updated cost breakdown and explain why: 


	
	
	
	
	

	Vendor Signature (authorized representative)
	
	Name of authorized representative
	
	Date

	
	
	
	
	

	LEA Signature
	
	Name of Authorized representative
	
	Date

	
	
	
	
	

	RIDE WCI PMO Signature
	
	Name of authorized representative
	
	Date

	
	
	
	
	

	RIDE WCI Grant Authorized Signature
	
	Name of authorized representative
	
	Date



Appendix B: Payment Milestones


The release of payments to the awarded vendor in each district will be distributed as the vendor invoices the LEA at key implementation milestones. These milestones include:
a) Completion and acceptance of proposed wiring
b) Installation and acceptance of all equipment
c) LEA walkthrough and acceptance of final implementation
d) Completion and final acceptance of post implementation “burn-in” period


Appendix C: Licensing and Permits


In addition to the other components of the checklist, the vendor should include a copy of their RI Telecommunications License and copies of any and all building, electrical, or other permits obtained related to implementation.
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